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So alMd Pb cy
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The Collegerecognisesthat the internet providesunique opportunitiesto participate in interactive
discussions, engage with the wider community, and share information on particular topicsusing awide
variety of social media, such as Facebook, Twitter, blogs and wikis. However, employees'use of social media
can poserisksto the College’sconfidential and proprietary information, and reputation, and can jeopardise
the College’scompliancewith legal obligations.

To minimisetheserisks,to avoid lossof productivity and to ensure that the College’s IT resourcesani loymentand ma
recognisedtrade unions, be amended at any time by the College.

Nothingin thisPolicy isintended to restrict or underminethe right to academic freedom.

Wb & o verd bythepb vy

Thispolicy coversall individualsworking at all levels ssto the College’s electronic communication systems and equ
required to comply with this policy.

Soped purp bh pb vy



3.3

3.4

The purp oseof this policy is to encourage good practice; to protect the College, its staff and students; to

clarify where and how existing policiesand procedur esapply to social mediaand to promote effective and
innovative use of social media as part of the College’s activities.

Breach of this policy may result in disciplinary action up to



of my employer". Employeesshould also ensure that their profile and any content they post are
consistent with the professional image they present to students, clients, and colleagues.

(e) Saff should avoid posting comments about sensitive business-related topics, such a[(m)0.5(m)]TJ 0.003 Tc -0



5.2

5.3

6.0

6.1

Responsibility for monitoring and reviewing the operation of this policy and making recommendations for
changeto minimiserisksalsolieswith the Head of IT Infrastructure Services.

All managershave a specific responsibility for operating within the boundariesof this policy, ensuring that all
staff understand the standards of behaviour expected of them and taking action when behaviour fall s below
its requirements.

All staff are responsible for the effectivenessof this policy and should ensure that they take thetime to read
and understand it. Any misuse of social mediashould be reported to the Head of IT Infrastructure Servicesor
Hu man Resour ces. Questionsregarding the content or applic ation of this policy should be directed to the Head
of IT Infrastructure Servicesor Hum an Resour ces.

Comph e wh reatd p ce d g reema ts

Sacial media should never be used in a way that breachesany of the College’s other policies. If an internet
post would breach any of the College’s policiesin another forum, it will also breach them in an online forum.
For example,employees are prohibited from using social mediato: rnet
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9.3

9.4

9.5

10.0

10.1

The Collegemay store copies of such data or communicationsfor a period of time after they are created, and
may delete such copiesfrom time to time without notice.

Staff should not usethe College’s IT resourcesand communicationssystemsfor any matter that they wishto
be kept private or confidential from the College.

For further information, pleaserefer to the College’'s IT Acceptable UsePolicy.

Mb rg d reviy bth p cy

The Information Security Group (ISG) in conjunction with the IT Strategy Working Group (ITSWG) shall be
responsiblefor reviewi ng this policy to ensure that it meets legal requirementsand reflects bestpractice.

Social Media Policy



